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o Solar Winds supply-chain attack, which exposed confidential
government data

The Merge portal and facility codebases use microservice architectures to flexibly
integrate homegrown and 3rd party services to implement the Merge APIs
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e Flexible security policies:

e Diverse hardware to support diverse research
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o Help package artifacts on SPHERE (including workflows) o Improve cybersecurity education via EDU portal, hosting of education materials

o Operated the only public cybersecurity testbed - DeterLab (20 years)
o Built and operated the largest IoT testbed - Mon(IoT)r Lab
o Developed and shared Merge and IoT testbed software
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o Automatically verify completeness of an artifact and:
stability, consistency of results and portability
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